CYBER SECURITY IS COMPLEX, NETWORK BOX MAKES IT SIMPLE

www.network-box.com
COMPREHENSIVE PROTECTION AT THE GATEWAY

As your Network Box system will be positioned at the gateway, all malicious traffic will be scanned and blocked before it even has a chance to enter your network. Once your system has been installed, Network Box will remotely monitor, manage and protect your network from cyber threats 24x7x365.

Next Generation Security Technologies

Cyber Security issues arise because most businesses do not have the right solution in place. Merely having a firewall with anti-virus software is not enough; you need comprehensive protection. The Network Box Unified Threat Management Plus (UTM+) solution uses a multi-layered security approach to effectively safeguard your network from both internal, and external threats.

**HYBRID FIREWALL**
Protects your servers and workstations from malicious probes and unauthorized access to your network.

**INTRUSION DETECTION & PREVENTION (IDP)**
Monitors and analyzes your network for signs of intrusion, and actively blocks the threat, if detected.

**ZERO-DAY ANTI-MALWARE (Z-Scan)**
An in-the-cloud defence shield that blocks zero-day threats within seconds of being detected.

**ANTI-DDoS**
With millisecond response, mitigates DDOS attacks so that "bad" traffic is kept at bay, while "good" traffic is allowed through.

**WEB CONTENT FILTERING (J-Scan)**
Designed to block end-users from accessing infected and other undesirable websites.

**WEB APPLICATION FIREWALL (WAF)**
Protects web servers against web application based attacks.

**APPLICATION SCAN-NING & CONTROL**
Analyzes web traffic to identify the application responsible, allowing rules to be applied to it.

**ENTITY MANAGEMENT**
Allows you to group end users’ devices and attributes into a single entity, to track their activities and network utilization.

**INFECTED LAN**
Identifies and quarantines infected workstations, servers and connected smart devices in your internal network.

**VIRTUAL PRIVATE NETWORK (VPN)**
Secures out-of-office connections to ensure data remains confidential during Internet exchange.

**SSL PROXYING**
Secures communication between two internet endpoints by decrypting and scanning incoming traffic and re-encrypting data on the way out.

**IPv4 to IPv6 BRIDGING**
Bi-directional translation between IPv4 and IPv6 protocols, allowing IPv4 clients to connect to IPv6 servers, and vice-versa.

**CUSTOMIZED REPORTS**
Using the dashboard, instant reports can be created in real-time, or scheduled to be picked-up or delivered periodically.

**PUSH Technology**
Network Box’s key technologies are all supported by patented PUSH Technology. Unlike standard security systems that usually pull updates from a server once a day, or at best once an hour, Network Box proactively PUSHes out and installs updates as soon as they become available.

Network Box Security Response is currently pushing out security updates, an average, once every eight seconds.

*For real-time figures: http://response.network-box.com/services
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Network Box works alongside with you to manage your business risk from cyber threats. With Network Box, we do not just provide you with the hardware, we also fully manage your cyber security. Meaning, once we install your device, we remotely monitor, manage and protect your network from cyber threats 24 hours a day, 7 days a week, 365 days a year. Thus ensuring your network is constantly protected, and allowing you to concentrate on running your business.

This unique approach is offered via our triple ISO Security Operations Centre (SOC) running our consolidated technology platform.

Network Box is a leading global Managed Security Service Provider (MSSP), offering businesses of all sizes, world-class cyber protection that is effective and affordable.

Award-winning technologies
Network Box protects you from both incoming threats from the Internet (e.g. intrusion attempts, zero-day threats, infection by trojans, viruses and other malware, spam, denial of service, etc.), and outgoing threats from your business (e.g. by blocking leakage of important information, denying access to non-work related or undesirable web sites and applications, etc.).

These technologies have allowed Network Box to win more than 130 international awards, including eight Gold and two Grand Awards published out of Silicon Valley.

If you do not have comprehensive cyber protection in place, you could be vulnerable to cyber attacks. Don’t wait to be a victim, contact us today!

Email: sales@network-box.com
Tel: +852 2736 2083 (voice menu option 3)
VOIP: #472208 (voice menu option 3)
Facsimile: +852 2736 2778